IDIKA ePrescription SignMed
Authentication &  Digital
Signature Client yia Windows

ANPn apxeiou eykataotaong, Odnyieg Eykataotaong, AAayn PIN, Eldikég Pubuioelg yia
Firefox



ANPn apxelov eykataotaong

Ma vo SlaTIoTWOoETE GV TO AEITOUPYLKO oag cuotnua eival 32 1 64 bit akoAouBeiote TIg
odnyiec tng Microsoft: http://windows.microsoft.com/el-gr/windows7/find-out-32-or-64-bit.

Oa TpEMEL vo KAVETE ANPN TOU aVTIOTOLXOU OPXELOU EYKATACTAONG OO TOV LOTOTOMO TNG
HAIKA A.E. . Eav Xpnolpomoleite diadopoug umoloylotég (Mpadeiou, Gopntolc, Aouleld,
Jmitl) Ba TPEMEL VA EYKATAOTAOETE TO AOYLOUIKO Ot OAouc. Eav £xouv Sladopetikd
Aewtoupyka (1 ekdooelg) auto dev emnpedlel tnv HAektpovikn Zuvtayoypadnon. Mpémel
MAVIWG va €ALEETE KAl va HETADOPTWOETE TO OWOTO apyxelo eykoatdotaong yla To
OUVKEKPLUEVO AELTOUPYLKO TOU KABE otaBuou epyaciog.

INUEWOATE OTL avAAoyo ME TRV TOXUTATA TNG OUVOECHG oag, n ARYn tou apxeiou
EYKOTAOTOONG UIOpPEL va SLapKESEL Alya £WG LEPLKA AETTA.

lototomnog HAIKA ALE. yia petadoptwaon Tou AoyLlopikoU AAAY:

www.e-prescription.gr/tokenSoftware

Obnylec eykatdotaong AoyLopLkoU Kal 0dnywv CUOKEUNC

MpotoU &ekvnoete TNV eykatdotacn BePalwOeite OTL Sev UTIAPYXEL AVOLXTO KATIOLO TtapdBupo
duMopetpnth (Internet Explorer, Chrome, Firefox). MNa va £skivAoeL n eykataotacn ekteAéote
TO apyelo Mou PeETAPOPTWOATE OTO TPONYOUHEVO Bria, Kavovtog SUTAO KALK O€ aUTO.

ﬁ IDIKA Authentication and Digital Signature Client 8.3 Setup = S
Welcome to the IDIKA
SafeNet Authentication and Digital

Authentication Signature Client 8.3 Installation ...

Client The Setup wizard will install IDIKA Authentication and Digital
Signature Client 8.3 on your computer.

Itis strongly recommended that you close all Windows
programs before running the Setup wizard.

Click Next to continue.

| Next> | | Cancel |

H SafeNet eival o katookeuaotic twv Tokens mou Stavépel n HAIKA og latpolg Kot
Qappakomoloug ylo xprnon otnv HAektpoviky Zuvtayoypadnon. H mpwtn oBovn eival
€loaywyLkn. AAd kavte KALK oto: «Emopevo r Next».


http://windows.microsoft.com/el-gr/windows7/find-out-32-or-64-bit
http://www.e-prescription.gr/tokenSoftware

Ertiloyr) YAWooOG eyKaTAOTAONC
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Interface Language
Selectthe interface language. Sa'rENEt,

Selectthe IDIKA Authentication and Digital Signature Client 8.3 interface language:

English A

l < Back k et > i l Cancel ]

H yAwooa dev ennpedlel tnv sykataotaon. EmAE€ate pla anod TG Slabéolpeg Kal KALK oTo
«Emopevo n Next».

License agreement
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License Agreement
Please read the following license agreement carefully. Sﬂ.'rENEtf

SAFENET SOFTWARE LICENSE TERMS -
SafeNet Authentication Client

Legal notice:

SafeNet software is not sold; rather, copies of SafeNet software are licensed
all the way through the distribution channel to the end user. UNLESS YOU HAVE
ANOTHER AGREEMENT DIRECTLY WITH SAFENET THAT CONTROLS AND
ALTERS YOUR USE OR DISTRIBUTION OF THE SAFENET SOFTWARE, THE TERMS
AND CONDITIONS OF THE APPLICABLE LICENSE AGREEMENTS BELOW APPLY
TO YOU. Please read the agreements applicable for the products you want to

nee  Pleace he rarafil tn read the agreement far the enftwware von want tn

cceptthe license agreement

()l donot accept the license agreement

’ < Back [ Mext » ] ’ Cancel ]

Elval oL kAaoowkol opot, armodoxng xprong Tou Aoylopikol tou Kataokeuaotr SafeNet mou
napéxetoat ano tnv HAIKA ywa xprion pe ta Tokens. EmAé€ate “I accept the license agreement”
Kol MeTA KALK 0TO «Emdpevo i Next».



ErttAoyn TUMou eykaTAOTAONC

f5) IDIKA Authentication and Digital Signature Client 8.3 Setup 1 il b o
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Installation Type
Selectthe installation type. SafeNet.

B Standard installation
B Includes new implementation and user interface for all eToken and
| iKey tokens.

= B

() BSec-compatible

B Legacy BSec-compatible installation
= Includes new implementation and user interface for all e Token and

— % ?Keytukens. Also supports legacy iKey implementation and user

interface.
I < Back [ Mext > ] I Cancel

EmAé€ate «Standard» kat Hetd KAK oto : «Emopevo f Next».

Ertidoyn dakélou (folder) eykatdotaonc

ﬁ IDIKA Authentication and Digital Signature Client 8.3 Setup L =" g

Destination Folder
Select a folder inwhich the application will be installed. Sa‘rE Net

Setup will install the files for IDIKA Authentication and Digital Signature Client 8.3 inthe f...

Tainstall in a different folder, click Browse, and select anather folder.

Destination Faolder

C:\Program Files\ldika\Authentication’,

l < Back | Mext > | l Cancel ]

Mo Adyoug uTtooTAPLENG, mapokaloU e va unv oAAagete tov ¢pakeAo sykatdotoong. Emhé€arte
HE KALK TO: «Emopevo ) Next».



Program name:  C\Users\user\Desktop\token-drivers-x64-8.3.msi

Publisher: Unknown
File origin: Hard drive on this computer
(v Show details ves || Mo

Change when these notifications appear

Eav epdaviotel mapabupo cav To mapandvw, eTuAEEate «Nat f Yes».

Eykataotaon AoyloptkoU kot 0dnywv cuoKeUNG (drivers)

being installed.

Updating System |
Flease wait while IDIKA Authentication and Digital Signature Client 8.3 is @f&“eﬁ

Installing SafeMet drivers (Systerm)

Cancel

H sykatdotaon avaloyo pe TNV TaXUTNTO TOU UTTOAOYLOTH oaG UMOPEL va Slapkéosl amo Alya
£WG LEPLKA AETTA.

OAOKANPWON €YKATAOTAONC
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IDIKA Authentication and Digital |

SafeNet Signature Client 8.3 has been
Authentication successfully installed.
Client

Click Finish to exit Setup.

Me tnv emhoyn «T€hog i Finish» €xete emtuxwg eykataotioel toug drivers yla to SafeNet
Token (SSCD n AAAY) mou dwavépetar amd tnv HAIKA ywa xprion otnv HAektpovikni
Zuvtayoypadnon.

Ma xprion tou AAAY pe Internet Explorer j Chrome 6ev amatteitot kamnola enutAéov pubuLon.
MNa Mozilla Firefox mapakaloupe Stapdote tig o6nyleg otnv avtiotolyn evotnta.

Edv B€Aete va alatete to PIN Stafdote Tig odnyieg mou akoAouBouv.

Eloaywyn cuvokeung AAAY

Katd tnv eloaywyn tThe ouokeung AAAY cag, Oa epdavioTel UVURO OOLO UE TO TTOPAKATW:
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I You are about to install a certificate from a certification authority (CA)
S22 daiming to represent:

BYTE Root Certification Authority 001

Windows cannot validate that the certificate is actually from "BYTE
Root Certification Authority 001", You should confirm its origin by
contacting "BYTE Root Certification Authority 001", The following
number will assist you in this process:

Thumbprint (shal): 3FOFEB17 A7EF5804 CFD90ATYT B7BBOZ1E
AB9Ce418

Warning:

If you install this root certificate, Windows will automatically trust any
certificate issued by this CA. Installing a certificate with an
unconfirmed thumbprint is a security risk. If you click "Yes" you
acknowledge this risk. Ll

Do you want to install this certificate?

Yes Mo

e - g - il = =

ErmAé€ate «Nat i Yes» woTe va eyKataotoOel To MIOTOMOLNTLKO TNE MPWTEVOUCAC apXAG.



Oénylec aAaync PIN oe Windows.

MNa va Eekvioet n Stadikaoio aAAayng PIN Ba mpémnel mpwta va €XETE El0AyEL TN povada AAAY
oe onoladnmote USB BUpa tou umtoAoyloth oac. Itn cuvexela emidé€te: Mevol Evapén -> Oha
Ta Mpoypaupata -> SafeNet -> SafeNet Authentication Client -> SafeNet Authentication Client

Tools. EvaAAaKTIKA Kavte SUTAG KALK 0TO elkovidlo tng SafeNet = 510 KéTW 6e€1ld PEPOG TNG
086vn¢ oac.

@afeNet.

SafeNet Authentication Client

Rename Token
WX Change Token PIN
Unlock Token
Delete Token Content

p View Token Info

Disconnect SafeNet eToken Virtual

www.safenet-inc.com

To PIN oto SignMed yia tnv HAektpovikn Tuvtayoypadnon ivatl 6 Aatwvikol kat aplOuntikol
XOPOKTAPEG, KAl oaG €XeL aAmMOoTaAel pe SMS katd tnv Snuloupylad TwV TILOTOMOLNTIKWY
SignMed mou €xouv anoBnkeutel oto Token (SSCD fj AAAY).

H emdoyn aMayng tou PIN pmopel va xpnoiuomnotnBei 6oe¢ popég emBupeite. Zuviotdtal n
oAAayn tou PIN TakTikd KabBwe Kal oTIC TPWTEC HEPEG XPriong tou Token.

Inuewoarte otL to PIN to yvwpiletal povo eocig kat to Trust Center tng BYTE Sev umopel va
eMEUPeL, Tapd LOVO vo. akupwoel To Token (mLoTomoLnTikd) omote, 0 TEPIMTWON AMWAELAC
Tou, Ba npénel va. emavaldPete tnv Stadikacio emaveyypadng oog e KOOTOC yLa 00¢, KaBwg
KOl TIPOCWTTKI PUOLKN HETAPBaoT] oag yia thv mapaiafr) tou véou Token (SSCD ) AAAY).

EntAé€ate “Change Token PIN” yiwa va petapeite otnv 006vn aAloaync.



Ertidoyn tou véou PIN

'S’ Change PIN: SafeNet eToken 510x . X
elevian

@afeNet. SafeNet Authentication Client

Current Token PIN: bbb
MNew Token PIN: ssssnense
Confirm PIN: teasssase - ™
100%
The new PIN must comply with the quality settings defined on the token.
A secure PIN has atleast 8 characters, and contains upper-case letters, lower-case letters,
numerals, and special characters (such as |, 3. # %).
Current Language: EN
l OK l [ Cancel

210 «Current Token PIN» dwote to untdpyov PIN (>=6 yndia).
Y10 «New Token PIN» kat «Confirm PIN» &wote to véo PIN (>=6 Pndia wg 16).

INUELWOTE OTL oL 0dnyleg yla péylotng aodaletag PIN sival xprolueg, aAld mpEmeL va Tto
Bupooaote omoudnmote n edpapuoyn cag {ntnoel va dwoete to PIN, T.X. otnv €l0odd tng
edpappoyng n yua v Wnoakn Yrnoypadn. Edv dwoete Aabog PIN cuvexdueveg popég auto
Ba kAslbwoel (Aoyol acdaielog). Emitpémovtal pEXPL 5 amonelpeg. Metd to Token KAeLSwVEL
Kal Ba mpénel va akoAouBroete tnv Stadikacia emaveyypadng (BAENe napandavw).

OAokAnpwon alkaync PIN

Change PIN: SafeMet eToken 510x M
.

'Q PIN changed successfully.

OK

EruAé€te OK. Exete aAlagel o PIN. To maAld PIN Sev pmopel va xpnotpomnotnBet mAéov. To véo
PIN to yvwpilete povo eosic.



Xpnon Token (SSCD, AAAY) pe Browsers (PUANOLETPNTEC)
o€ Windows

Ynootnpl{Opeva AELTOUPYLKA :

e  Windows XP SP3 (32-bit, 64-bit)

e Windows Server 2003 SP3/R2 (32-bit, 64-bit)

e Windows Vista SP2 (32-bit, 64-bit)

e Windows Server 2008 SP2 (32-bit)

e Windows Server 2008 R2 SP1 (64-bit)

e Windows Server 2012/R2 (64-bit)

e Windows 7 SP1 (32-bit, 64-bit)

e Windows 8/8.1 (32-bit, 64-bit)
Ynootnp{opevol Browsers :

e Firefox €kdoon 5 1} veotepn
e Internet Explorer 7,8, 9, 10, 11, Metro
e Chrome £kbdoon 14 r vedtepn

MNna otaBpolg avefaptnta Aeltoupylkou, Tou emiBupolv va Xpnotuomnoljcouv Browser
Mozilla Firefox, amoutoUvtol KAMOLEG EVEPYELEG €K UEPOUG OOG TOU TePLypadovral
napakatw. MNa Internet Explorer kot Chrome dgv anatteital kanowa puOULON.

PUBuon Firefox yia Windows

H pUBuion tou Firefox Ba mpémel va yivel adou mpwta €xel ohokAnpwOel n Siadikaocia
EYKATAOTAONG TOU AOYLOMLKOU KOl 06NywWV CUCKEUNG.

Ccut Copy Paste
= 100% +
New Window  New Private Save Page
Window
a
a o0 @
v
Print History Full Screen
Find Options Add-ons
Google
Q Love Firefox and want to access your bookmarks, passwords ar
from another device? Sign in to Sync. Developer
€ Signinto Sync
Ed customize (2} (V)
Downloads Bookmarks History Add-ons Sync Options

ATO TO YeVIKO Hevou Tou Mozilla Firefox emidé€ate «Emhoyég 1 Options».
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General Tabs Content

:l:zi‘i

Applications

=

Privacy

Y

Security Sync Advanced

General | Data Choicesl Networkl Update | Certificates |

() Select one automatically

When a server requests my personal certificate:

@ Ask me every time

View Qertificatesl l Validation l lSecurity Devices

OK

| [cancei) [Ltee

Ztnv oBovn «Emhoyég 1 Options» emléfate amd TNV KopTéAa «la TPOXWPENHUEVOUG N
Advanced», tnv kaptéla «Motomotntikda 1 Certificates». Kavete KAIK OTO KOUUTIL «XUOKEUEG
Acdaleiag n Security Devices» wpig vo TPOTIOTIOLNOETE KATIOLO AAAN ETUAOYH.

¢

Security Modules and Devices
ANSS Internal PKCS #11 Module
Generic Crypto Services
Software Security Device

4Builtin Roots Module
Builtin Object Token

Details

Log In

Log Qut

Change Password

Load
Unload

Enable FIPS

210 mapdaBupo Device Manager KAVeTe KALK oTo Kouuni “©optwon 1 Load”.
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@ Load PKCS#11 Device =

Enter the information for the module you want to add.

Browse...

QK [ Cancel l

Module Name: | QSRR (o 0g Y T}

Maodule filename:

Mo Adyoug umoothpteng, aAldéte to «Ovopa povadog 1 Module Name», amd tnv mpodtacn tou
ovotipatoc «Néa povada PKCS11 A New PKCS#11 Module», oto mpotewvopevo «IDIKA
Module» 6nwg otnv mapakatw obovn.

@ Load PKCS#11 Device =

Enter the information for the module you want to add.

Browse...

QK [ Cancel l

Module Mame: | IDIKA Module

Maodule filename:

3TN ouvéyxela emAé€arte To Koupni «Avalntnon...  Browse...».

X

" ——
@ Choose a PKCS#11 device to load

’(_- e | b Compu 4 Windows?_OS 4 Winds 4 Systemb bl vSearystemB? Pl
=~ O @

Organize ~ New folder

s

.7 Favorites

B Desktop

File nam

Name
eTCAPLdII
eTCorelnst.dll
etfs.dll
4 eTOKCSP.dIl
4 eToken.dll

Date modified
3/7/2014 3:55 pp
3/7/2014 3:55 pp
3/7/2014 3:55 pp
14/6/2012 11.02 mp.
3/7/2014 3:55 pp

Type

Application extens...
Application extens...
Application extens...
Application extens..
Application extens...

Siz

4| eTPKCS11.dlIl

3/7/2014 3:55 py

Application extens...

4 eTSAPLdII

[t4] eudceditexe

4 eventcls.dll

[87] eventcreate.exe

%] EventViewer_EventDetails.xs|
& eventvwrexe

] eventvwr.msc

4 evrdll

3/7/2014 355 pu
21/11/2010 5:24
14/7/2009 4:15 T
14/7/2009 4:14 T
11/6/2009 12:38 i
14/7/2009 4:14 T
11/6/2009 12:38 Tip
21/11/2010 5:25

Application extens...

Application

Application extens...

Application
XSL Stylesheet
Application

Microsaft Commo...

Application extens...

«|

e: eTPKCS11dll

= AllFiles ()

Lom Ir] [omer |

Oa npémnel va emhé€ete To apxeio C:\Windows\System32\eTPKCS11.dll

Mo SleUKOAUVOH 00C, UMOPELTE VO OVILYPAWYETE TNV MOPATIAVW SLASPOUN KAl VA TNV KAVETE

€MKOAANGN oto nedio «Ovopa apyeiou ) File name».

TEMNOG, KAVETE KALK 0TO KOUUTTL «Avolypa rj Open».,




@ Load PKCS#11 Device =

Enter the information for the module you want to add.

Module Name: IDIKA Module

Module filename:  Ch\Windows\System32'\e I Browse... I

OK ] l Cancel l

EruAé€ote OK péxpt va kAeioouv OAa ta mopdBupa.

Security Modules and Devices Details
|JNSS Internal PKCS #11 Module

Generic Crypto Services

Software Security Device
4Builtin Roots Module

Builtin Object Token
4]DIKA Module

AKS ifdh 0

AKS ifdh 1

Alcor Micro USB Smart Card Rea...

Rainbow Technologies iKeyVirtu...
Rainbow Technologies iKeyVirtu...
Unnamed Slot

Unnamed Slot

Unnamed Slat

ErmAé€ate OK.

d & & ™ 8 Qe

General Tabs Content  Applications  Privacy  Security Sync Advanced

General | Data Choices | Networkl Update ‘ Certificates |

When a server requests my personal certificate:

() Select one automatically (@ Ask me every time

Viewgertificatesl lyalidation l ISecurityDevices

ok [conca | [ ]

Log In

Log Out
Change Password

Unload

EmAé€ote OK. O Firefox eival twpo £tolpog va xpnotpomoitn®si pe tnv HAektpovikn

Juvtayoypadnon.
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