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Λήψη αρχείου εγκατάστασης 
Θα πρέπει να κάνετε λήψη του αντίστοιχου αρχείου εγκατάστασης από τον ιστότοπο της 

ΗΔΙΚΑ Α.Ε. . 

Εάν χρησιμοποιείτε διάφορους υπολογιστές (Γραφείου, Φορητούς, Δουλειά, Σπίτι) θα 

πρέπει να εγκαταστήσετε το λογισμικό σε όλους. Εάν έχουν διαφορετικά λειτουργικά (ή 

εκδόσεις) αυτό δεν επηρεάζει την Ηλεκτρονική Συνταγογράφηση. Πρέπει πάντως να 

επιλέξετε και να μεταφορτώσετε το σωστό αρχείο εγκατάστασης για το συγκεκριμένο 

λειτουργικό του κάθε σταθμού εργασίας.  

 

Σημειώσατε ότι ανάλογα με την ταχύτητα της σύνδεσής σας, η λήψη του αρχείου 

εγκατάστασης μπορεί να διαρκέσει λίγα έως μερικά λεπτά. 

Ιστότοπος ΗΔΙΚΑ Α.Ε. για μεταφόρτωση του λογισμικού ΑΔΔΥ :  

www.e-prescription.gr/tokenSoftware 

 

Οδηγίες εγκατάστασης λογισμικού και οδηγών συσκευής 
 

Οι εικόνες είναι ενδεικτικές και μπορεί να διαφέρουν ανάλογα με την εκάστοτε διανομή 

και το γραφικό περιβάλλον που χρησιμοποιείτε. 

 

Εγκατάσταση σε Red Hat, Suse ή CentOS 
 

 

Κάνετε διπλό κλικ αρχείο που μεταφορτώσατε στο προηγούμενο βήμα. 

 

 

http://www.e-prescription.gr/tokenSoftware
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Κάνετε κλικ στην επιλογή «Install». 

 

 

Εισάγετε τον κωδικό του root και επιλέξατε «Authenticate». Αναμείνατε έως ότου 

ολοκληρωθεί η διαδικασία της εγκατάστασης. 

 

Εγκατάσταση σε Ubuntu 
 

 

Κάνετε διπλό κλικ αρχείο που μεταφορτώσατε στο προηγούμενο βήμα. 
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Κάνετε κλικ στην επιλογή «Εγκατάσταση». 

 

 

Εισάγετε τον κωδικό χρήστη και επιλέξατε «Πιστοποίηση».  Αναμείνατε έως ότου 

ολοκληρωθεί η διαδικασία της εγκατάστασης. 

 

Σημείωση: Για να ενεργοποιήσετε το εικονίδιο στη γραμμή ειδοποιήσεων εκτελέστε την 

ακόλουθη εντολή σε τερματικό: 

/usr/share/eToken/systray-whitelist.sh add SACMonitor 

Στη συνέχεια θα πρέπει να κάνετε αποσύνδεση και σύνδεση ξανά (logout – login). 

 

Εισαγωγή Άδειας Χρήσης Λογισμικού (License key) 
 

Η εισαγωγή της άδειας χρήσης θα πρέπει να γίνει ώστε να μπορείτε να χρησιμοποιείτε 

νόμιμα το λογισμικό της SafeNet.  

 

Kάνετε κλικ στο εικονίδιο της SafeNet στη γραμμή ειδοποιήσεων και επιλέξατε το μενού 

«About». 
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Στο παράθυρο που εμφανίζεται κάνετε κλικ στην επιλογή «Import New License».  

 

 

Εισάγετε στο πεδίο κειμένου το κλειδί που θα βρείτε στον σύνδεσμο 

http://bytepki.byte.gr/license.txt: 

 

 

 

Κάνετε κλικ στην επιλογή «ΟΚ». 

 

 

http://bytepki.byte.gr/license.txt
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Η εισαγωγή της άδειας χρήσης έχει ολοκληρωθεί. Κάνετε κλικ στην επιλογή «ΟΚ» για να 

κλείσει το παράθυρο. 

 

Οδηγίες αλλαγής PIN 
 

Για να ξεκινήσει η διαδικασία αλλαγής PIN θα πρέπει πρώτα να έχετε εισάγει τη μονάδα 

ΑΔΔΥ σε οποιαδήποτε USB θύρα του υπολογιστή σας. Στη συνέχεια επιλέξτε το μενού 

«Change Token Password» κάνοντας κλικ στο εικονίδιο της SafeNet στη γραμμή 

ειδοποίησεων. 

 

Το ΡΙΝ στο SignMed για την Ηλεκτρονική Συνταγογράφηση είναι 6 λατινικοί και αριθμητικοί 

χαρακτήρες, και σας έχει αποσταλεί με SMS κατά την δημιουργία των πιστοποιητικών 

SignMed που έχουν αποθηκευτεί στο Token (SSCD ή ΑΔΔΥ). 

Η επιλογή αλλαγής του ΡΙΝ μπορεί να χρησιμοποιηθεί όσες φορές επιθυμείτε. Συνιστάται η 

αλλαγή του ΡΙΝ τακτικά καθώς και στις πρώτες μέρες χρήσης του Token. 

Σημειώσατε ότι το ΡΙΝ το γνωρίζεται μόνο εσείς και το Trust Center της ΒΥΤΕ δεν μπορεί να 

επέμβει, παρά μόνο να ακυρώσει το Token (πιστοποιητικά) οπότε, σε περίπτωση απώλειάς 

του, θα πρέπει να  επαναλάβετε την διαδικασία επανεγγραφής σας με κόστος για σας, 

καθώς και προσωπική φυσική μετάβασή σας για την παραλαβή του νέου Token (SSCD ή 

ΑΔΔΥ). 

 

Επιλογή του νέου PIN 
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Στο «Current Token PIN» δώστε το υπάρχον ΡΙΝ (>=6 ψηφία). 

Στο «New Token PIN» και «Confirm PIN» δώστε το νέο ΡΙΝ (>=6 ψηφία έως 16). 

Σημειώστε ότι οι οδηγίες για μέγιστης ασφάλειας ΡΙΝ είναι χρήσιμες, αλλά πρέπει να το 

θυμόσαστε οπουδήποτε η εφαρμογή σας ζητήσει να δώσετε το ΡΙΝ, π.χ. στην είσοδό της 

εφαρμογής ή  για την Ψηφιακή Υπογραφή. Εάν δώσετε λάθος ΡΙΝ συνεχόμενες φορές αυτό 

θα κλειδώσει (λόγοι ασφάλειας). Επιτρέπονται μέχρι 5 απόπειρες. Μετά το Token κλειδώνει 

και θα πρέπει να ακολουθήσετε την διαδικασία επανεγγραφής (βλέπε παραπάνω). 

 

Ολοκλήρωση αλλαγής PIN 
 

 

Επιλέξτε ΟΚ. Έχετε αλλάξει το ΡΙΝ. Το παλιό ΡΙΝ δεν μπορεί να χρησιμοποιηθεί πλέον. Το 

νέο ΡΙΝ το γνωρίζετε μόνο εσείς. 
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Χρήση Token (SSCD, ΑΔΔΥ) με Browsers (φυλλομετρητές) 
 
Υποστηριζόμενα λειτουργικά :  
 

 Red Hat 5.7 (32-bit και 64-bit) 

 Red Hat 5.8 (32-bit και 64-bit) 

 Red Hat 6.1 (32-bit και 64-bit) 

 Red Hat 6.3 (32-bit και 64-bit) 

 Ubuntu 12.04 (32-bit και 64-bit) 

 Ubuntu 12.10 (32-bit και 64-bit) 

 Debian 6.0 (32-bit και 64-bit) 

 SUSE Server 11 (32-bit και 64-bit) 

 CentOS 6.3 (32-bit και 64-bit) 

Υποστηριζόμενοι Browsers :  

 Firefox έκδοση 18 ή νεότερη 

 

Ρύθμιση Firefox 
 

Η ρύθμιση του Firefox θα πρέπει να γίνει αφού πρώτα έχει ολοκληρωθεί η διαδικασία 

εγκατάστασης του λογισμικού και οδηγών συσκευής. 

 

Από το γενικό μενού του Mozilla Firefox επιλέξατε «Preferences». 
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Στην οθόνη «Firefox Preferences» επιλέξατε από την καρτέλα «Advanced», την καρτέλα 

«Certificates». Kάνετε κλικ στο κουμπί «Security Devices» χωρίς να τροποποιήσετε κάποια 

άλλη επιλογή. 

 

 

Στο παράθυρο «Device Manager» κάνετε κλικ στο κουμπί «Load». 
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Για λόγους υποστήριξης, αλλάξτε το «Module Name», από την πρόταση του συστήματος 

«New PKCS#11 Module», στο προτεινόμενο «IDIKA Module» όπως στην παρακάτω οθόνη. 

 

 

Στο πεδίο Module filename εισάγετε τη διαδρομή /usr/lib/libeTPkcs11.so και επιλέξατε 

«OK».  

 

Σημείωση: Ενδεχομένως η παραπάνω διαδρομή να πρέπει να αλλαχθεί σε  

/usr/lib64/libeTPkcs11.so ή /usr/lib/lib/libeTPkcs11.so ανάλογα με τη διανομή linux που 

χρησιμοποιείτε. 

 

 

Επιλέξατε «OK». 
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Επιλέξατε «Close». 

Ο Firefox είναι τώρα έτοιμος να χρησιμοποιηθεί με την Ηλεκτρονική Συνταγογράφηση. 


